


Action Required by October 22, 2020 – registration period has been extended.
Self-Registration for Navistar Hosted Applications
This communication does not pertain to the registration and onboarding efforts related to the Source to Contract ivalua application, it is directed to the users of the following Navistar applications:
Supplier Scorecard, Supplier Warranty Portal, eSpec and iSupplier (PDC, Direct Ship)

Started in September 2020, Navistar launched a new self-registration process to improve data security and to provide self-service capabilities for our suppliers.
These changes are part of Phase 2 of Navistar’s security improvements plan, which is primarily designed to keep your data safe. 
For Suppliers:
· [bookmark: _GoBack]The voluntary registration period is between September 4th and October 22nd, 2020. 
· Starting on October 23rd, 2020 you will be prompted to complete your registration when you log into one of the Navistar applications listed above.  You will have a 14-day grace period from the time you log in to complete your registration.
· In order to register, you must logon to http://profile.navistar.com and provide your email or phone number.  This information is necessary for Navistar to verify your identity.
· Once the grace period ends, you will be required to register before logging into those applications

Step-by-step instructions are provided in the following document with the Navistar help desk contact information: 

[bookmark: _MON_1660654056][bookmark: _Hlk52465938]To view the document, be sure to click on “Enable Editing” if you see the following message at top of the document:[image: ]



A benefit of self-registration will allow suppliers to reset their Navistar user passwords and unlock their Navistar accounts themselves without having to contact the Navistar Service Desk.  This feature will help reduce downtime if you forget your password or become locked out of your account. Once you register with your contact information, the self-service password reset feature will be available 24x7.  



Once your profile registration is complete, you will be able to reset you your password at anytime by visiting: http://password.navistar.com.   For more information see https://ispri.ng/06zyp
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ContactMethodRegistration.docx
Registering contact methods for Self-Service Password Reset



Summary/Description

In order to keep your data and account secure, Navistar requires the registration of contact methods that can be used to verify your identity.  Once registered, you can change your password or unlock your account without calling the Service Desk.  

*Our privacy statement can be found at https://www.navistar.com/navistar/privacypolicy

How long should registration take?

The registration process should take less than 5 minutes

Setup Instructions:

Open an Internet browser, Chrome is recommended.

Type in http://profile.navistar.com in the URL address bar and click Enter

At the Microsoft Login page, use your Navistar ID and password to sign in (dyyzzz@navistar.com)

[image: ]





If you have previously registered, please follow the guide to “Update contact method”

*If this is the first time registering contact methods, you will see this screen, click “Next” to begin
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Contact Method Registration Instructions



Once you click Next, you will be presented with the following prompt:

There are several methods you can use to validate your Identity at Navistar.  This process will allow you to register your Phone number or set up the Authenticator app.  A company or personal email address can also be registered by navigating to http://profile.navistar.com after completing one of the methods below.



Please choose one to complete the initial registration

· Registering the Phone method will allow you to validate your identity by Phone Call and Text.

· You may also select Authenticator app – See below for instructions to register the Authenticator App. 







Phone Method (difficulty – low recommended)

Click I want to set up a different method in the lower left corner (Highlighted in yellow below)

[image: ]



In the drop down, Select Phone and click “Confirm”
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Enter a 10 digit phone number and Select Text me a code and click “Next”

*Extensions are not supported with this method



[image: ]



A text message should have been sent to your phone.  Retrieve the code from the text message and enter it in the Enter code box, then click “Next”

[image: ]



This message indicates your phone contact method has been registered successfully.

 [image: ]



Click “Done” 

[image: ]



You are complete!  At this point you may either..

· Close the browser to complete this process

· Click “Update Info” to register additional contact methods
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Authenticator app Method (difficulty – moderate)

An Android or Apple device is required for this method

First – On your device, install the “Microsoft Authenticator app” from the Apple App store or Google Play store

Then in your browser Click “Next” 

[image: ]

On your device, click “Add Account” or click the “+” sign in the upper right-hand corner

[image: Image.jpeg]

On your device, Click “Work or school account” – this will bring up a camera screen on your phone in order to scan the barcode that will be presented in the following steps

 [image: Image.jpeg]



in your browser, select Next

[image: ]



Hold your device camera up to the QR code displayed in your browser and line up the box over the code, when successful, your phone will move on to the next screen automatically.

After you have successfully scanned the QR code - click “Next”

[image: ]



Retrieve the code from the Authenticator app, in this example - 013198

[image: Image.jpeg]

Enter the code retrieved from in the previous step in the Enter code box, then click “Next”

[image: ]

Click “Done” to complete the Authenticator app registration process

[image: ]

You are complete!  At this point you may either..

· Close the browser to complete this process

· Click “Update Info” to register additional contact methods

[image: ]



FAQ: 

		Question

		Answer



		Who do I contact if I need more help or something doesn’t work?

		The Navistar Service Desk 

1-800-527-7879



		How long will registration take?

		This should take about 5 minutes or less.



		What if I want to change anything after I have already re-registered?

		Navigate to http://profile.navistar.com and update your 

information using the same steps described in this document.
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